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1. The Information Technology Act In India was passed in which year? * 1 point

2. Information Technology Act consists of ____ sections segreqated info ___ chapters. * 7 point

95,12
95,13

@® 9413

93,12

3. Tribunals and High Court comes under which section? * 1 point

1-4
43-47

® 48-64

82-94
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4. Section 66 E deals with * 1 point

Identity Theft

Cheating by Personation
Cyber Terrorism

(® Violation of Privacy

5. Creation of Email with fake sender to mislead the recipient is called as * 1 point

@ Email Spoofing
Email Bombing
Email Spamming

Phishing

6. Which of the following Hackers is also known as 'Ethical Hackers ? * 1 point

(® White Hat Hackers
Black Hat Hackers
Grey Hat Hackers

None of these

1. Asian School of Cyber law is situated at * 1 point

Mumbai

Bengaluru

@ Pune

Chennai



8. Indian Computer Emergency Response Team came in *

2002
@® 2004
2006

2008

9. 1st Cyber Case reported in *
America

Russia

India

@ France

10. 1st Cyber Court in India set up in *

Kolkatta
(® New Delhi
Mumbai

Chennai

1 point

1 point

1 point

1. Hacking of websites by password creacking and alteration of contents for fulfiling political 1 point

objectives for money is known as *

Software Piracy
Password Sniffer
@ Web Jacking

Pharming



12. How many types of Cateqories have been classified in Hacking? * 1 point

.

13. Punishment for Cyber Terrorism * 1 point

3 years/ 1 lakh
3 years/ 2 lakhs
3 years / 5 lakhs

@ Imprisonment Upto Life

14. The IT Act 2000 has been substantially amended through * 1 point

(® 1T (Amendment) Act 2008
IT (Amendment) Act 2010
IT (Amendment) Act 2006
IT (Amendment) Act 2009

15. The act of any intentional false communication that harms the reputation of an individual 7 point
business, product, govt. or nation *

Email Bombing
@ Defamation
Snooping

Data Diddling



16. Unauthorized change of data before or during their input fo computer system is known as * 7 point

(® Data Diddling
Phishing
Hacking

Forgery

1%. Practise of using internet to harass or threaten someone is known as * 1 point

Vishing
Smishing

@ Cyber Stalking
Pharming

18. Deliberate overloading of a service by criminals to make it unavailable to legitimate users 1 point
is known as *

(® Denial of Service
Phreaking
Pharming
Vishing

19. The Practise of aH‘emp’ring to obtain personal or financial information via a Jretephor\e call 1 point
in order to commit fraud or identity theft is *

Software Piracy
(® Vishing
Smishing

Phreaking



20. Procurement of identifying information without permission using it fraudulently to obtain 1 point
goods and services *

Phreaking
(® Identity Theft
Snooping

Phishing

21. Repeatedly sending an email message to a particular address for abuses * 1 point

@ Email Bombing
Defamation
Password Sniffer

Smishing

22. is combination of SMS and Phishing that is similar fo Phishing but refers to 1 point

fraudulent messages sent over sms rather than email *
Vishing
Phishing

@ Smishing

Snooping

23. Sub section 6% A Deals with * 1 point
@ Pornography
Child Pornography

Publishing or transmitting obsence materials in electronic form

None of these



24. Practise of sending fake emails in the name of reputed companies to retrieve personal 7 point
information such as password or credit card number *

Spamming

(® Phishing
Forgery
DOS

25. When criminals take over a compu’rer's software that users are redirected to a fake 1 point
website through they enfer an address correctly *

@ Pharming
Vishing
Smishing

Web Jacking
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